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インターネット取引をご利用のすべてのお客様へ 

より安全なログインへ。パスキーのご案内 
 

■■ パスキーとは？ 
パスキーは、従来のパスワードに代わる、新しい認証技術です。 

お使いのスマートフォンやＰＣに搭載されている「指紋認証」「顔認証」、または「画面ロックの PIN」等

を利用して認証しますので、取引画面に安全にログインできるようになります。 

 
技術的な仕組み： パスキーは「FIDO2」という世界標準規格に基づいています。ご利用のデバイス（若しくはクラウド）内に「秘密鍵」、

サービス側に「公開鍵」を保存し、ログイン時にそれらを照合します。パスワードのように「文字列」を送信しないため、情報漏洩のリス

クが極めて低いのが特徴です。 

 

■■ なぜ今パスキーなの？ 
報道等にもございますとおり、昨今、フィッシング詐欺等を通じた証券口座への不正ログイン・不正取

引が多発しており、お客さま資産の保護のため、証券会社側はもとより、お客さま側におかれましてもセ

キュリティ向上対策が求められております。 

弊社側におきましても、「パスワードの複雑化の推奨」、「多要素認証（ワンタイムパスワード・メール

認証）」の導入等を行ってまいりました。 

この度、更なるセキュリティ向上を企図して、「パスキー」を導入することといたしました。 

「パスキー」は、日本証券業協会の「インターネット取引に関するガイドライン」等で定められてい

る、「フィッシング耐性のある認証方法」とされており、より安全なお取引を行っていただくため、イン

ターネットで取引をされる全てのお客様にご登録いただくことといたしました。 

 

導 入   ２０２６年 ２月 ９日（月）午前６時～ 

必 須 化   ２０２６年 ５月１８日（月）午前６時～ 

 

■■ パスキーを使う３つのメリット 
・強固なセキュリティ 

フィッシング詐欺や、リスト型攻撃（パスワード使い回しによる被害）を強固に防ぎます。 

・一瞬で簡単ログイン 

スマホの画面ロックを解除するのと同じ感覚で、スムーズにログインが完了します。 

・パスワードの管理負担の軽減 

長いパスワードを覚えたり、入力したりする手間がなくなり、また、追加認証も不要なるため、パスワ

ードの管理負担が軽減されます。（お取引の際や、パスキー登録端末の変更や削除等に【ログインパスワ

ード】【取引パスワード】が必要となります。） 

 

■■ 事前準備（推奨環境） 
2026年 2月現在 

端末 ＯＳ・バージョン 

ＰＣ 
Windows Windows 11(25H2) 以降 

mac macOS 14.x(Sonoma) 以降 

タブレット 
iPad iPadOS 17.x 以降（iCloudキーチェーンの有効化を推奨） 

Android Android 10.0 以降 

スマートフォン 
iPhone iOS 17.x 以降（iCloudキーチェーンの有効化を推奨） 

Android Android 10.0 以降 

ブラウザは最新版を推奨 

●ローカル端末上にパスキーを保存（Windows PC だけで利用する場合、こちらが必須） 

Windowsの場合：Windows Hello の設定（外部サイトへリンクします。） 

●クラウド上にパスキーを保存 

Googleの Googleパスワードマネージャーの場合（外部サイトへリンクします。） 

Appleの iCloudキーチェーンの場合（外部サイトへリンクします。） 

https://support.microsoft.com/ja-jp/account-billing/%E3%83%91%E3%82%B9%E3%82%AD%E3%83%BC%E3%82%92%E4%BD%BF%E7%94%A8%E3%81%97%E3%81%9F%E3%82%B5%E3%82%A4%E3%83%B3%E3%82%A4%E3%83%B3-09a49a86-ca47-406c-8acc-ed0e3c852c6d?_rb_uid=cb86281916c4ad64f30b2d2c1f5a41bb1744952826679&_rb_sid=8d421744952826681&hc_uus&matid#_rb_uid=cb86281916c4ad64f30b2d2c1f5a41bb1744952826679&_rb_sid=8d421744952826681&hc_uus&matid
https://support.google.com/accounts/answer/13548313?sjid=6140557945941902383-NC
https://support.apple.com/ja-jp/109016


202602_01 

【パスキー】 ～登録方法～ 

画面遷移・機能は開発中のものです。画面は説明のため、簡略表示しております。 

 

【パスキー】の登録に際し、２段階認証として【ワンタイムパスワード】または【メール認証】が必要となりま

す。【Ｅメールアドレス】の登録がされていない場合、「下表６ 【Ｅメールアドレス登録】」画面が表示されます。 

 

【ログインの流れの変更】 

【Ｅメールアドレス】が未登録の場合、登録を促す画面が追加されます。 

１ 通常ログイン 【部店コード】【口座】【ログインパスワード】 

２ 

２段階認証【ワンタイムパスワード（OTP）】 【OTP】をお申込されている場合 

２段階認証【メール認証（*）】 【OTP】未申込で【Ｅメールアドレス】を登録されている場合 

２段階認証【郵便番号／生年月日認証（*）】 【OTP】未申込で【Ｅメールアドレス】を登録されていない場合 

３ 【ログインパスワード】変更 【パスワード発行後（再発行後）初回ログイン】 

４ 【取引パスワード】変更 【パスワード発行後（再発行後）初回ログイン】 

５ 【秘密の質問】登録 【初回ログイン若しくは前回スキップ後 180 日経過後】 

６ 【Ｅメールアドレス】登録 【New!】 【Ｅメールアドレス】を登録されていない場合 

７ 【重要なお知らせ】【初回ログイン】 【電子交付による書面交付】【契約締結前交付書面の確認】の同意 

 

（*）【リスクベース認証】・・・利用環境などのデータを元に、ご本人様からのアクセスであるかを自動判定し、普段利用の環境か

らのアクセスでない（例えば、スマートフォンの機種変更、PC 買替、OS・ブラウザの変更、暫くログインをしていない等）と

判定した場合に追加の認証を求めることで、第三者による不正操作を未然に防ぐ仕組みです。 

 

 

【パスキー】登録 

ログイン後、【口座情報】＞【登録情報照会】（パスワード関連）に【パスキー】（登録）ボタンが追加されます。 

８ 【パスキー】登録（*） 【New!】 【口座情報】＞【登録情報照会】（パスワード関連） 

（*）【パスキー】登録には、【ワンタイムパスワード】または【メール認証】が必要です。 

 

 

【パスキー認証登録後のログインの流れ】 

９ ログイン 【New!】 【パスキー（*）】でログイン 

 

（*）【パスキー】登録後、【パスワードレス】で簡単にログインが可能となります。 
（*）【パスキー】をご登録されても、お取引の際や、登録端末の変更や削除等に【ログインパスワード】【取引パスワード】が必要

となりますので、これまで通り、厳正に管理をお願いします。 

 

■スマホアプリ（「こい株」）も【パスキー認証】の対象となりますが、登録はアプリ利用端末（スマホ）での

【パスキー認証】登録が必要ですので、アプリ利用端末のブラウザより登録をお願いします。 
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【１】取引画面へログイン 

 

 

 

 

 

 

 

 

 

【２】ログイン２段階認証 

●「ワンタイムパスワード」 

●「メール認証」（リスクベース） 

●「郵便番号/生年月日認証」（リスクベース） 

 

●「ワンタイムパスワード」認証画面 

 

 

 

 

 

●「メール認証」 

 

 

 

 

 

 

 

 

 

 

 

●「生年月日/郵便番号認証」 

 

 

 

 

 

 

 

 

部店コード 

口座番号 

ログインパスワード 

 

 

 

部店コード 

ログインパスワード 

口座番号 

ログイン 

パスキーでログイン 

【部店コード】 

【口座番号】 

【ログインパスワード】で 

通常のログインを行います。 

 

【パスキーでログイン】ボタンが作成されて

おりますが、登録の段階では利用しません。 

ワンタイムパスワード認証  ワンタイムパスワード 

認証 

メールアドレス 
 ● abcd******** 
 〇 1234******** 

 〇 9999******** 

送信 

メールアドレス    abcd******** 

認証コード  ログイン「認証コード」 

戻る 認証 

【ログインパスワード】でログイン後、２段

階認証を行います。 

【ワンタイムパスワード】をご利用中のお客

様はアプリに表示された【ワンタイムパスワ

ード】を入力後、【送信】を押下します。 

【ワンタイムパスワード】のお申込がない場

合には、【メール認証】画面が表示されま

す。送信するメールアドレスを指定後、【送

信】を押下しますと指定メールアドレスに

【認証コード】が送信されます。 

受信した【認証コード】を入力後、【認証】

を押下します。 

郵便番号      - 

ご生年月日        年      月      日 

３桁 ４桁 

西暦４桁 月２桁 日２桁 

【Ｅメールアドレス】のご登録がない場合に

は、ログイン追加認証として【郵便番号/生

年月日】入力の画面が表示されます。 

ご登録住所の【郵便番号】（3 桁-4 桁）と 

【生年月日】（年（西暦 4 桁）月（2 桁）日 2

桁）を入力後、【認証】を押下します。 

認証 
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【３】～【５】ログインパスワード変更 ～ 秘密の質問登録 

 

（変更がないため、省略） 

 

【６】【Ｅメールアドレス】登録 

ログイン時点で【メールアドレス】が未登録の場合、【Ｅメールアドレス】登録画面が表示されます。 

（メールアドレスは１～３の３通り登録ができますが、【メールアドレス１】に登録が無い場合に表示されます。） 

 

●メールアドレス仮登録 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

【７】【重要なお知らせ】同意 

（【電子交付による書面交付】【契約締結前交付書面の確認】の同意） 

 

（変更がないため、省略） 

 

【トップ】ページが表示されます。 

 

 

 

 

 

 

ご登録される【メールアドレス】を 

入力し、【仮登録】を押下します。 

【後で登録】で登録画面を回避するこ

とができますが、登録されるまで、翌

日以降も表示されます。 

mail@sample.co.jp 

入力された【メールアドレス】宛にメールが送信されます。 

メール本文に記載の【認証キー】（6 桁の半角数字）を確認してください。 

mail@sample.co.jp 

1 2 3 4 5 6 

確認した【認証キー】を入力後、 

【本登録】を押下します。 

mail@sample.co.jp 

メール登録完了です。 

【次へ】を押下します。 

【８】【パスキー登録】へ 
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【８】【パスキー登録】 

●登録画面表示 

【口座情報】メニューより【登録情報照会】を表示します。 

【ＰＣ画面】 【スマホ画面】 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

●登録申込 

【パスワード関連】項目の【パスキー】より【登録】を押下します。 

 

 

●【２段階認証】 

【パスキー】の登録に際し、２段階認証として【ワンタイムパスワード】または【メール認証】が必要となり

ます。 

【ワンタイムパスワード】をご登録の場合は【ワンタイムパスワード】の入力画面、【ワンタイムパスワード】

をご登録されていない場合は【メール認証】の画面が表示されますので、いずれかを認証します。 

（参照）【２】ログイン２段階認証 

●「ワンタイムパスワード」 

●「メール認証」（リスクベース） 

（注）【ワンタイムパスワード】【メール認証】の２段階認証の登録がない場合、以下のメッセージが表示され、

パスキーの登録ができません。 
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●パスキー登録-確認- 

パスキーを登録するには、【登録】ボタンを押下します。 

 

【ＰＣ画面】 【スマホ画面】 

 

 

 

 

 

 

 

 

 

 

 

 

●パスキー登録-端末認証- 

端末のローカル認証（下図のＰＣ画面はＰＩＮ入力、スマホ画面は【続ける】を押下した後に端末利用の顔認

証・指紋認証・パターン認証等）後、【ＯＫ】を押下（スマホの場合は自動遷移）すると完了画面に遷移します。 

 

【ＰＣ画面（Windows Edge-PINの場合）】 【スマホ画面（iPhone safariの場合）】 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

         パスキーを登録する口座情報（口座番号等） 

         パスキーを登録するサイト情報 

 

 

●パスキー登録-受付- 

登録されたパスキーの内容が表示され、登録が完了します。 
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【９】【ログイン】～【パスキー】でログイン～ 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

ログイン完了 

 

 

 

部店コード 

口座番号 

ログインパスワード 

 

 

 

部店コード 

ログインパスワード 

口座番号 

ログイン 

パスキーでログイン 

【パスキーでログイン】ボタンを押下しま

す。 

【部店コード】【口座番号】【ログインパスワ

ード】の入力は不要です。 

【パスキー】登録済の端末であれば、ローカ

ル認証（左図はＰＩＮ入力）を行うことで簡

単にログインが完了します。 

ご利用のパスキー登録端末により、顔認証・

指紋認証・パターン入力等が自動で表示され

ます。 


